**ПАМЯТКА**

 (можно на бумажном носителе и на нашем сайте)

**КАК ЗАЩИТИТЬ РЕБЕНКА ОТ ОПАСНОСТИ В ИНТЕРНЕТЕ?**

В сегодняшнем мире круг преступлений, направленных против детей, расширился, появились новые криминальные угрозы:

- использование чужих банковских счетов;

- установка вредоносных кодов на компьютер или сервер;

- удаленное взламывание компьютера с целью извлечения выгоды, использования данных, удовлетворения личного любопытства.

 Кроме этого, дети могут столкнуться с «кибербуллингом» или онлайн-травлей - это сообщения с угрозами, оскорбления, сплетни, призывы бойкотировать конкретного человека, который приводит к снижению самооценки и успеваемости в школе, замкнутости, бессоннице и даже депрессии.

Дети могут увидеть «нежелательный контент» - все, что не должен видеть: порносайты, видео и комментарии про оружие, наркотики, самоубийства, алкоголь и так далее.

 Особенно опасна «кибер-торговля наркотиками» и романтизация на различных сайтах темы смерти, создание суицидальных групп.

 Как не стать жертвой киберпреступления самому и уберечь ребенка?

 ВАЖНО:

- использовать защищенные пароли,

- не открывать спам-сообщения,

- обновлять программное обеспечение компьютера или телефона,

- использовать антивирусы;

-обсуждать с ребенком его общение в сети;

- рассказать, что «интернет помнит все»;

- научить ребенка не оставлять в соцсетях личную информацию (домашний адрес или адрес школы, не указывать класс, имена родителей и номера телефонов);

- не ставить геометки в местах, где он часто бывает;

- не встречаться с незнакомыми людьми из сети;

- не выкладывать и не отправлять свои интимные фото ни друзьям, ни незнакомцам;

- не делиться с друзьями логинами и паролями;

- не кликать на подозрительные баннеры;

- не переходить по подозрительным ссылкам.

Если избежать проблемы не удалось и стало известно, что ребенок подвергается травле, домогательствам, вымогательству в интернете, необходимо обращаться в полицию с заявлением о совершенном правонарушении.

В случае обращения в правоохранительные органы с собой обязательно нужно взять скриншоты переписки (или дубликат аудио- или видеозаписи). При переходе угроз в реальность необходимо постараться записать сообщения на диктофон и видео, это не запрещено.

Если ребенку или Вам угрожают, распространяют клевету или создают «фейки» от вашего имени, то можно подать жалобу в администрацию социальных сетей, на которых происходит травля. Почти все интернет-сообщества настроены против травли и активно включают имеющиеся у них ресурсы.

 Если ваш ребенок воспитывается в замещающей семье и столкнулся с описанным выше, и вы не знаете куда обратиться и как правильно поступить, Вы всегда можете обратиться лично или по телефону 8-415-2-213-480 за консультацией в Ресурсный центр. Юристы и психологи окажут вам необходимую поддержку.

**Если Вы стали свидетелем преступления, совершенного в отношении ребенка или знаете о преступных намерениях, необходимо незамедлительно обратиться на круглосуточную телефонную линию «Ребёнок в опасности»: короткий номер 123.**

Также напоминаем, что на территории Российской Федерации действует БЕСПЛАТНЫЙ АНОНИМНЫЙ телефон доверия для детей и семей с детьми 88002000122.

По этому телефону можно обратиться за советом к квалифицированным психологам, если ребенка или родителей беспокоят вопросы, связанные с личностными отношениями в семье и школе, с друзьями, в том числе отношений, развивающихся в интернете.